
 

Statements of Compliance for UK 

PSTI  

Manufacturer:  

Name: Beijing Xiaomi Electronics Co., Ltd 

Address: Room 802, Floor 8, Building 5, No.15 KeChuang 10th Road, 

Beijing Economic and Technological Development Zone, Beijing 

City, China 

Subject: The Product Security and Telecommunications Infrastructure (Security 

Requirements for Relevant Connectable Products) Regulations 2023 

Product：TV 

Brand name: XIAOMI; Xiaomi;  

Model name: L32MB-FAEU 

 

To whom it may concern, 

Based on the Product Security and Telecommunications Infrastructure (PSTI) Act 

2022 and The Product Security and Telecommunications Infrastructure (Security 

Requirements for Relevant Connectable Products) Regulations 2023, we, Beijing 

Xiaomi Electronics Co., Ltd., hereby declare that the device referenced above 

complies with the requirements as set out in the ETSI EN 303 645 V2.1.1 provision 

5.1-1, 5.1-2, 5.2-1, 5.3-13 (test case as below) and that we have complied with the 

deemed compliance conditions in Schedule 2 of The Product Security and 

Telecommunications Infrastructure (Security Requirements for Relevant Connectable 

Products) Regulations 2023. Moreover, we state that the defined support period for 

the product above is until 06/29 ，and any update will be published at 

【https://trust.mi.com/misrc】 . 

  

Sincerely yours, 

  

  

                            

Contact Person: Certification director 

Tel: 010-60606666 



 

E-Mail: mi-compliance@xiaomi.com 

Date: 2025.02.24  

Place：Room 802, Floor 8, Building 5, No.15 KeChuang 10th Road, 

Beijing Economic and Technological Development Zone, Beijing 

City, China 

 

UK contact address：  

Name: Xiaomi Technology UK Limited  

Address: Davidson House, Forbury Square, Reading, Berkshire RG1 3EU 

 

Schedule 2 

The Product Security and Telecommunications 

Infrastructure  

(Security Requirements for Relevant Connectable Products)  

Regulations 2023 

ETSI EN 303645 

 

Password provision 5.1-1  

provision 5.1-2 

Information on how to report security issues provision 5.2-1 

Information on minimum security update periods  provision 5.3-13 

 

  

  


